Data, Privacy & Security

An overview of how SaferMe protects its clients.
PRIVACY

SaferMe software has been designed in accordance with best practice to maintain privacy. We are focused on ensuring the data that we store meets the most stringent privacy regulations, and that we partner with companies that share this philosophy. We aim for data to be private, both at rest and in flight and have adopted industry best-practice ‘anonymization by design’.

Individual personal information is encrypted by a unique key for each user. All personal information is also anonymized by default. Deletion of a key deletes all personal information.

SaferMe, and the third-party systems we use to process personal information, are GDPR compliant. This means that from the systems we use to collate marketing information, through to backups of customer data in the SaferMe platform, data is communicated and stored in ways that maximize privacy. It also means that individuals can request data held about them, and request deletion of their personal data.

Our Privacy Policy is available at: https://www.safer.me/privacy-policy

CONTRACTUAL AGREEMENTS

SaferMe’s access agreements with clients include clear descriptions of the rights and obligations of each party relating to data, privacy and security to give clarity and certainty.

PROUD RECORD AND EXPERIENCED TEAM

SaferMe has built up a strong and respected record of handling personal data - working with public sector clients and large multinational clients on key safety projects. Our infrastructure and development team brings excellent leadership in IT security, including working on high-security government contracts. We’re committed to continuous improvement & adopting best practices.
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